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APPLICATION NOTE 4785

How to Make the DS34S132 TDM-over-Packet
(TDMoP) IC Interoperable with Other Vendors'
TDMoP Devices

Aug 31, 2010

Abstract: Interoperability is the ability of a system to work with other vendors' systems with little or no
intervention from the system operator. The interoperability of systems makes it possible to provide services to,
and accept services from, other systems. It enables different vendors' systems to operate properly together.
This application note explains how the DS34S132 TDM-over-Packet (TDMoP) IC can be set up to provide
interoperability with any other vendor's TDMoP device.

Introduction

It is no secret that today's communications require ever more complex interactions among systems and
components. It is within this context that interoperability assumes greater importance with each technological
advance. Interoperability is the ability of a system to work with other vendors' systems with little or no
intervention from the system operator. The interoperability of systems makes it possible to provide services to,
and accept services from, other systems. It enables different vendors' systems to operate properly together.

This application note focuses on the Maxim TDM-over-Packet (TDMoP) IC, the DS34S132. The article
explains the setup requirements to provide interoperability between the DS34S132 and other vendors' TDMoP
devices.

Requirements for Interoperability

The packet stream created by Maxim's TDMoP devices may not have the same packet header information as
other vendors' TDMoP devices. To make TDMoP devices interoperable, the user needs to know the device's
setup type. The setup for a Maxim device will be one of the following:

e IP/UDP/RTP/SAToOP

¢ IP/UDP/RTP/CESOPSN

¢ MEF/RTP/CESOETH—unstructured (i.e., MEF/SATOP)

¢ MEF/RTP/CESOETH—structured locked (i.e., MEF/CESoPSN)

¢ MPLS/RTP/SAToP—unstructured (i.e., MPLS/RTP/SAToP)

o MPLS/RTP/CESoPSN—structured locked (i.e., MPLS/RTP/CES0oPSN)

Each TDMoP device setup has different packet headers. To be interoperable, the packet header from Maxim
TDMoP devices must be formatted the same as the packet header from other vendors' devices. This means
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that the user needs to compare the packet headers for the TDMoP devices and look for format differences.
This application note shows how to modify packet header values for the DS34S132 TDMoP device by using
the Maxim user application. It also explains how to change the Maxim bundle configuration to accept packets
with same protocol but different header information.

TDMoP Format

This section shows the functional description for the TDM-over-Packet module. To transport TDM data
through packet-switched networks, the TDMoP device encapsulates TDM data into Ethernet packets, as
depicted in Figure 1. The descriptions for different blocks of the TDMoP headers are given in Table 1.
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Figure 1. TDMoP encapsulation in an Ethernet packet.
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Table 1. Ethernet Packet Structure

Preamble

A sequence of 56 bits (alternating 1 and 0 values) used for synchronization. Gives components in
the network time to detect the presence of a signal.

Start frame

A sequence of 8 bits (10101011) that indicates the start of the packet.

delimiter
Destination The Destination Address field identifies the station or stations that are to receive the packet. The
Source Address identifies the station that originated the packet. A Destination Address can
and e e T - : : D - D
Source specify either an "individual address" destined for a single station, or a "multicast address
destined for a group of stations. A Destination Address of all 1 bits refers to all stations on the
Addresses . . .
LAN and is called a "broadcast address.
Type Ether type
This field contains the data transferred from the source station to the destination station or
Data and stations. The maximum size of this field is 1500 bytes. A minimum size Ethernet packet is 64
addin bytes from the Destination Address field through the Frame Check Sequence. If the packet size
P 9 of this field is less than 46 bytes, padding is used to bring the packet size up to the minimum
length.
This field contains a 4-byte cyclical redundancy check (CRC) value used for error checking. When
a source station assembles a packet, it performs a CRC calculation on all the bits in the packet
from the Destination Address through the pad fields (that is, all fields except the preamble, start
Frame o . - -
check frame delimiter, and Frame Check Sequence). The source station stores the value in this field
sequence and transmits it as part of the packet. When the destination station receives the packet, it

performs an identical check. If the calculated value does not match the value in this field, the
destination station assumes that an error has occurred during transmission and discards the
packet.

The user needs to concentrate on two sections of the TDMoP headers for interoperability:
1. UDP/IPv4 header for interoperability

2. RTP header for interoperability

UDP/IPv4 Header for Interoperability

Figure 2 shows the UDP/IPv4 header structure. Tables 2 and 3 describe the different fields of IPv4 and UDP
Header structures.

0 1 2 3
o1 2 3 4 5 6 7 88 % 01 2 3 4 56 7 B %5 01 2 3 45 6 7 8 9 0 1
IPVER IHL | IP TOS TOTAL LENGTH
® IDENTIFICATION FLAGS FRAGMENT OFFSET
E% TIME TO LIVE | PROTOCOL IP HEADER CHECKSUM
T SOURCE IP ADDRESS
DESTINATION IP ADDRESS
o i SOURCE PORT NUMBER DESTINATION PORT NUMBER
= E UDP LENGTH UDP CHECKSUM

Figure 2. UDP/IPv4 header.
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Table 2. IPv4 Header Structure

IPVER IP version number; IPv4 IPVER = 4

IHL Length in 32-bit words of the IP Header, IHL =5

IP TOS IP type of service

Total length Length in octets of IP Header and data

Identification IP fragmentation identification

Flags IP control flags; must be set to 010 to avoid fragmentation
Fragment offset Indicates where in the datagram the fragment belongs; not used for TDMoP
Time to live IP time-to-live field; datagrams with zero in this field are discarded
Protocol Must be set to Ox11 to signify UDP

IP Header checksum Checksum for the IP Header

Source IP address IP address of the source

Destination IP address IP address of the destination

Table 3. UDP Header Structure

Source port  Either the source or the destination port number holds the bundle identifier. The unused field
number, can be set to Ox85E (2142), which is the user's port number assigned to TDMoP by the
destination Internet Assigned Numbers Authority (IANA). For UDP/IP-specific OAM packets, the bundle

port number identifier is all 1s.
UDP length  Length in octets of UDP Header and data

UbP

Checksum of UDP/IP Header and data. If not computed, it must be set to zero.
checksum

According to IANA, the Destination Port of the UDP Header should be set to Ox85E (2142), which is the user's
port number assigned to TDMoP. Maxim TDMoP devices follow this regulation by default.

Some of the TDMoP vendors assign a bundle identifier at the Destination Port number location instead of at
source port number location inside the UDP header. Some of the vendors also assign random numbers as a

user port number rather than 0x85E, which is assigned by IANA. The user can resolve these issues in two
ways with the DS34S132.

1. Assign all the bundle identifier to the desired location in the preconfiguration menu.
2. Indicate to the bundle engine where to expect the bundle identifier in the incoming packets.

1. Assigning All the Bundle Identifier to Desired Location in the Preconfiguration Menu
The preconfiguration menus for DS34S132 are shown in Figure 3.
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1. Device Mum {1 - 1) 1

2. Max. Bundles (1 - 25&) &4

£ Link Type El

4, Bundle Mumber ID Logation Bundle Configuration Decides
5. UDP Port Check Yes

. VOOV CAM Mask [0 - 4] 1

7. VCCV ORM Value 1000

8. MEF Ethernet Type BBDA

9. MEF OJAM Type BBocC

10. TDMoIP Port Humber 1 B5E

11. TDMeIP Port Number 2 85E

12. VLAN Inner Label 8100

13. VLAN OQuter Label 5100

14. Oscillator Type OC¥O (Stratum 3E)

15. Common clock Freg 159440000

la. Reference Clock Fregquency 38880000

17. Reference Clock Fregquency PEM Offset 0

18. Clock Recovery DSPF File Name rom_code asm.patch txt
1%. Driwver Type Kernel Mode

Figure 3. Preconfiguration menu of DS34S132.

Item 4, Bundle Number ID Location, indicates where to find the bundle identifier. If the user selects this
menu, then the following options will appear (Figure 4).

Defines location of the bundle identification number (BNID)
1: Bundle ﬂonfiguratim Decides (BCDR4), 2: Either UDP SREC or DST. Port
3: Bundle in DST UDP PORT, 4: Bundle in SEC UDF PORT, 5: Combined SRC and DST
TDFP Ports

Please enter your choice:

Figure 4. Option 4 from preconfiguration menu of the DS34S132.

Option 3 from Figure 4, Bundle in DST UDP PORT, will assign a bundle identifier to Destination Port
number location in UDP Header. Option 4, Bundle in SRC UDP PORT, will assign a bundle identifier to
source port number location in UDP Header.

So, after identifying the incoming packets' bundle identifier location, the user can assign their own bundle
identifier in the appropriate location.

To assign random numbers as a user port number rather than Ox85E, which is assigned by IANA, the
user can choose to change option 10 and 11 from the preconfiguration menu.

Indicate to the Bundle Engine Where to Expect the Bundle Identifier in the Incoming
Packets

Referring back to Figure 4, option 1, Bundle Configuration Decides (BCDR4), will assign a bundle
identifier either in the Destination Port number or in source port number location, based on the user's
Bundle Configuration which is shown in Figure 5.
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Bundle Configuration for ID 1

1 Bundle Type

2 Azsign this Bundle to PCM port

4. TX Bundle Destinaticn

5. RX Bundle Destinaticon

& TX Bundle Number [0 - &55158]

7 RX Bundle Number [0 - 65535]

8. Source IP Address

9, Destination Main MAC Address

10. Destination IPF ARddress

11. HNext Hop IP

12. IP Tas([0 - 255]

13. IP TTL[DO - 255]

14. HNumber of VLAN Tags[0 - 2]

20. PSH Type

21. S8witches Sanity Check

22. Clock Recovery

23, Differential Time (usec) [l - 512000]
24. Max Buffer Size (usec) [0 - 512000]
25. L Bit & 005 Conditicning

26, FRedundant

27. RTP Mode

28. Next Hop Tvpe

2%. Enable JB Reset

10, Window Size[2 - 127]

15, Reordering

36. Size in Bytes[24 - 1a00]

37. Eth Cond Qctet Type

318, TDM Cond Cotet Type

44. TX Bundle Mumber Location at UDP port
45, RX Bundle MNumber Location at UDF port
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1
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On N Times
B3

Yeag

1280
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Figure 5. Bundle Configuration menu of DS34S132.

In the above Bundle Configuration menu, the user is inserting a bundle identifier number in UDP source
port number location. The user is also indicating that the packet classifier should expect the bundle
identifier of the incoming packet in the UDP source port number location.

If the user knows that the incoming packet's bundle identifier is in a UDP Destination Port number
location, then s/he can easily indicate it by changing the option 45, RX Bundle Number Location at UDP

port, to Destination as shown in Figure 6.

Please enter vour choice: 45

1l: Source, 2: Destination

Please enter your choice: 2

Defineg where the bundle number is at UDP port for RX

Figure 6. Option 45 from the Bundle Configuration menu of the DS34S132.

RTP Header for Interoperability

Figure 7 shows the RTP Header structure and Table 4 describes the different fields of the RTP Header

structures.
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RTP Header

0 1 2 3
o1 2 2 4 5 6 7 & 95 0 1 2 3 4 5 & 7 8 %9 0 1 2 3 4 5 & 7 & 5% 0 1
v=2|p|x|] cc [m] PT [ SN (SEQUENCE NUMBER)

TS (TIMESTAMP)

SSRC (SYNCHROMZATION SOURCE)

Figure 7. RTP Header.

Table 4. RTP Header Structure

V RTP version; must be set to 2.
P Padding bit; must be set to 0.
X Extension bit; must be set to 0.

CC CSRC count; must be set to 0.
M Marker bit; must be set to 0.

Payload type. One PT value MUST be allocated from the range of dynamic values for each direction
PT of the bundle. The same PT value MAY be reused for both directions of the bundle, and is also reused
between different bundles.

SN The sequence number identical to the sequence number in the control word.

Timestamp. The RTP Header can be used in conjunction with the following modes of timestamp
generation:

TS Absolute mode: the chip sets timestamps using the clock recovered from the incoming TDM circuit.
Differential (common clock) mode: The two chips at bundle edges have access to the same high-
quality clock source, and this clock source is used for timestamp generation.

Identifies the synchronization source. This identifier should be chosen randomly, with the intent that no

SSRC two synchronization sources within the same RTP session will have the same SSRC identifier.

To generate a timestamp in Absolute Clock Recovery mode, RTP Generator Timestamp Mode Select
(TSGMS) hit of Port Receive Configuration Register 4 (PRCR4) needs to be set to 1, i.e., PRCR4.TSGMS = 1.
To generate a timestamp in Differential Clock Recovery mode, TSGMS bit PRCR4 register needs to be set to
0, i.e., PRCR4.TSGMS = 0. The user does not need to set these register bits manually. When the RTP is
enabled in the bundle configuration, then these bits are set.

In adaptive mode, the clock recovery algorithm in Maxim's DS34S132 TDMoP device recovers the clock based
on the interpacket arrival time delay. So enabling RTP in the adaptive mode is optional in Adaptive Clock
Recovery mode. However, in Differential mode, the clock recovery algorithm in Maxim's DS34S132 TDMoP
device recovers the clock based on the analysis of the timestamp in the RTP Header. So enabling RTP is
mandatory in Differential Clock Recovery mode.

To be interoperable, the user needs to determine the mode that the other TDMoP vendors are using to
generate a timestamp in the RTP Header. The user also needs to know whether the other system is in
Adaptive or Differential Clock Recovery mode. The clock recovery mode can be changed on a per-port basis
in the interface configuration. Figure 8 shows how to change the clock-recovery mode. By default, it comes as
Adaptive mode per port.
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El Interface Configuration for link 1
1. Frame Type UnFramad
2. Bx Config Gain Limit Ehort Haul
3. 008 Code Type 0038 Code
4. Data TX/RX 005[0 - 0xFF] TF
. TE/EX 0058 Signal Mask Space
7. Clock Source Recovery
&, Link Sync CCITT
9. Connect/Disconnect Connect
10. CRC4 Mo
11. IF Type Unbalanced
17. Const Delay Changs oM
26. Master's Side Clock Source Seratum 1
32. HNetwork Type Eouter based
ig. RARDCL FFM 0.oogoo0
3%, One or Twe Clock Mode One Cleck
40. Adaptive or Differential Mode Rdaptive
41. RTP Timestamp Generation Mode Eit
Pleage select item <1 to 41>
J: exit, s: save, ESC: previous menu, r or Enter: reprint screen
Fleagse enter your choice: 40

Figure 8. Interface configuration.

Now if the user wants to change the clock-recovery mode, then s/he needs to use option 40, Adaptive or
Differential mode, as shown in Figure 9.

Pleage enter your choice: 40
Adaptive or Differential mode for this port

1: ddaptive Mode, 2:Differemtial Mode

Plaase enter vour choice: 2
Figure 9. Selecting Differential Clock Recovery mode in interface configuration.

Unlike Maxim's TDMoP devices, some of the TDMoP vendors recover the clock based on the timestamp in
the RTP header either in Adaptive or Differential Clock Recovery mode. So, to be interoperable with those
vendors' system, the Maxim TDMoP devices need to enable RTP in Adaptive Clock Recovery mode. The
DS34S132, as well as other TDMoP vendor's devices, can generate a timestamp in the RTP Header in three
ways:

1. Bit mode

2. Byte mode

3. Frame mode

Whether the packet is in Adaptive Clock Recovery mode or in Differential Clock Recovery mode, the user then
can generate a timestamp in the RTP Header by changing the interface and Bundle Configuration, as shown in
Figure 10.
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Pleage enter your choice: 41
RTF Timestamp Generation Mode for this port
1: Bit, 2: Byte, 3: Frame

Pleagse enter your cheoice: 2

Figure 10. Selecting Bit, Byte, or Frame mode for timestamp in interface configuration.

Once the selection of clock recovery mode and Timestamp generation mode is done in the interface

configuration, then the user needs to enable RTP mode in the Bundle Configuration. Previously, Figure 5
showed the Bundle Configuration with RTP mode disabled. From this Bundle Configuration menu, the user

needs to use option 27 to enable RTP mode, as shown in Figure 11.

Flease enter vour choice: 27
Determines if an RTP header iz used for the bundle
1: Disable, 2: Enable

Please enter vour choice:2

Figure 11. Selecting Bit, Byte, or Frame mode for a timestamp in interface configuration.

Once the RTP mode is enabled, then the Bundle Configuration menu will look like Figure 12.
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Bundle Configuration for ID 1
1 Bundle Type SAToP
2 Az=ign this Bundle to PCM port 1
4. TE Bundle Destination Ethernet
E. BEX Bundle Destinaticn BPCM
[ TX Bundle MNumber [0 - &55315] 1
7 REX Bundle Number [0 - &5535] 1
8. Source IP Address IP 1
9. Destination Main MAC Address 00E03524R346
13. Destination IF ARddress 10.10.10.4
11. HMext Hop IF 0.0.0.0
12. 1IP TaS[0 - 255] 1]
13. IF TTL[O - 2585&] 128
14. HNumber of VLAN Tags[0 - Z] 1
15. WLAMN Protocol Standard (0x8100)
l6. WVLAN ID 1 100
18. VLAN 1 Priority[0 - 7] 7
20. PEM Type I
21. BSwitches Sanity Check Digeard
22. Clock Eecovery Ho
23. Differential Time (usec) [l - 512000] 5000
24. Max Buffer Size (usec) [0 - 512000] 1]
25. L Bit & 008 005 Mode Conditioning
26. FRedundant Digable
27. RTP Mode Enable
28. HNext Hop Tvpe MAC
2%. Enable JE Reset On N Times
10. Window Size[2 - 127] 83
15. Reordering Yeg
3. Size in Bytes[24 - 1600] 1280
37. Eth Cond Qctet Type QOctet A
i8. TODM Cond Octet Type Octet A
315, RTP Source Identifier 111111111
40, RTP Payload 96
44, TX Bundle Humber Location at UDF port Source
45. RX Bundle Mumber Location at UDP port Source
Please select item =<1 to 45=
g: exit, s: gave, ESC: previous menu, r or Enter: reprint screen

Figure 12. Bundle Configuration menu after enabling RTP mode.

How to Distinguish the Packet Contents from Other Vendors' TDMoP
Devices

There are different kinds of software for analyzing the packet headers on the Ethernet. Wireshark® software
was used for this application note. The freeware is available for download. For more information about
Wireshark, please use the Frequently Asked Questions sections from the website.

Conclusion

Interoperability refers to the ability of diverse systems and organizations to work together seamlessly. Products
achieve interoperability either by adhering to published interface standards, or by allowing configuration
changes that convert one product's interface into another product's interface "on the fly". By knowing the
contents of the packets generated by other TDMoP devices, Maxim devices can be configured easily to match
the packet configurations of other TDMoP devices.
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http://www.wireshark.org/download.html
http://www.wireshark.org/faq.html

If you have questions about TDMoP products or any other Maxim telecom products, then please join our
Member Center.

After completing the membership sign-up process, please submit your support request online via the technical
support request form.

Wireshark is a registered trademark of the Wireshark Foundation, Inc.

Related Parts

DS34S132 32-Port TDM-over-Packet IC Free Samples

More Information

For Technical Support: http://www.maximintegrated.com/support

For Samples: http://www.maximintegrated.com/samples

Other Questions and Comments: http://www.maximintegrated.com/contact

Application Note 4785: http://www.maximintegrated.com/an4785
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